
POWER SCHOOL
DATA BREACH

Dear Lewiston  Parents, Patrons, Staff, and Students, 
On December 28, 2024, PowerSchool became aware of a cybersecurity
incident involving unauthorized exportation of personal information from
certain PowerSchool Student Information System (SIS) environments
through one of our community-focused customer support portal,
PowerSource. This breach does include information on some past and
present Lewiston students, staff, and parent information. For involved
students and educators, the types of information exfiltrated in the incident
may have included one or more of the following: the individual’s name,
contact information, date of birth, limited medical alert information, Social
Security Number (SSN), and other related information.

Am I required to reach out to my school or take any steps as a
parent or guardian at this time?
No. If you are a parent or guardian of a student under the age of 18 and
your student’s information was exfiltrated from their district’s
PowerSchool SIS, you will receive a notification email from PowerSchool
over the next few weeks.

Former students and/or staff may contact the school to see if their name
is listed in the breach. 

Please Visit the following link for further information:
https://www.powerschool.com/security/sis-incident/ 

402-865-4675
CONTACT US

https://www.powerschool.com/security/sis-incident/

